
GOVERNANCE OF INFORMATION 
TECHNOLOGY (IT)

Chapter 13

“Knowledge will forever govern ignorance; and a peop le who mean to be their 
own governors must arm themselves with the power wh ich knowledge gives.”
James Madison



Summary

1. Introduction. Governing IT.
2. Management vs. Governance.
3. Decision-making and …
4. … structures of governance of IT.4. … structures of governance of IT.
5. Starting a framework for IT governance in their company without standards.
6. Business strategy, performance and governance of IT.
7. Align IT: indicators of progress.
8. The role of the CIO: IT leadership.
9. The value of IT.
10. ISO 38500, a conceptual model: the six principles of the standard.
11. Adapting the conceptual model of governance to the reality of the company.
12. Example Apps to aid decision-making for CIOs
13. Example Application Portfolio Management
14. To govern public enterprises, The 4 "E's"
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From Personnel to Applications



Project Portfolio Flowchart



Project Portfolio Flowchart



Standard Output Form 
Example

Application  69731 - IT Project 

Application (state 0) 

Date  28/10/2011, 10:22 pm Applicant Name 
 
Description  Implementation of a SSO access system to corporate  applications.  
Gradual deployment to pilot production of "Single S ign On" to have unified 
access to different services through the Intranet c redentials. The project 
involves the deployment of the pilot evaluation dur ing the last months of 
2011. 
Recommended implementation  15/08/2012 
Deadline implementation  30/11/2012 
Arguments for project approval 
Justification 
Offering a step further to cover the entire cycle d ynamic applications of Offering a step further to cover the entire cycle d ynamic applications of 
digital identity credentials based on corporate DA.  
How much value does the project provide? 
Increase the functionality offered to the user, to obtain a single point of 
introduction of credentials for applications integr ated corporate SSO system, 
during its work session. 
Risk of not doing the project 
Having a corporate identity management incomplete 
Beneficiaries 
Administration and Services Staff, Professors and R esearch Staff, and 
students, in general, all users of ICT services. 
Costs saving 
This would save users time when accessing to corpor ate applications. 
Comment 
Continuation of pilot project IDD01 started in 2011 . 
 
ITC: Technical validation (state 1) 
02.11.2011 13:56 pm, technical person in charge of validation 
 



Standard Output Form 
Example

 
Technical Review  
Description 
Implementation of a system of unified access SSO to  different corporate 
applications through Intranet credentials. 
Excluded Components 
Only web technology applications will be integrated  into the SSO system, and 
its integration will be gradual. Only a subset of a pplications currently 
accessible through UIBdigital credentials will be integrated during the 
project development. 
Resolution  Technical validation - Agreement 
 
Applicant: Applicant’s approval (state 2) 
02.11.2011 20:21 pm, Applicant’s Name 
 
Applicant Review  Applicant Review  
Resolution Agreement and sponsorship proposal  
Sponsorship  IT Vice rector  
 
Sponsor: Sponsorship acceptance (state 3) 
04.11.2011 4:03 pm, Sponsor`s Name 
 
Sponsor Review  
Expectations 
Project aligned with tactical objective 7.4. 
Project benefits must be clearly explained to users . 
Functional responsible  Functional responsible name 
Resolution  Sponsorship acceptance 
 
ITC: Functional responsible (state 5) 
04.11.2011 13:30, Technical Name 
 
Report back to responsible functional  



Standard Output Form 
Example

Report back to responsible functional  
Responsible functional e-mail  xxxxxx@uib.es 
Resolution  Functional responsible assigned 
 
ITC: Assessment (state 6)  
24.11.2011 17:31 pm, Technical Name 
 
Project Overview 
Project Code 12ILOIDG01 
Project Title Establishment of a unified system of access to corp orate 
applications. 
Project Description 
Implementation of a unified system of access Single -Sign-On, which should 
allow the gradual integration of the different corp orate applications. The 
project is developed by the CAS software open, to h ave unified access to 
different services through the Intranet credentials . 
Program  Logical Infrastructure  Program  Logical Infrastructure  
Areas of the project (project objectives, quality c riteria, personnel , project 
risks, ICT services affected) 
Project evaluation (Tasks to do, dedication (ICT te am, value)) 
Resolution  Application assessed 
 
IT Vice rector: Classification (state 7)  
28.11.2011 12:48 pm, IT Vice rector name 
 
IT Vice rector classifi cation Planned 
Strategic Objective  7. Ensuring information security 
Tactical Objective 7.4 Provide a system of "unique login" applications  for 
university management 
Resolution  Application classified  
 
Board: Board’s approval (state 8) 
09.01.2012 13:46 pm, IT Vice rector Name  
 
Board decision 
Resolution  Accepted project 

 



A Simple Example
STRATEGIC OBJECTIVES TACTICAL OBJECTIVES PROJECT CODE

1. Change organizational culture by 

approaching to IT governance and IT 

management standard

2. Progress in integrated management of the 

EHEA

2.5 Deployment of services for UIBdigital

users

3. Develop common IT values  

4. Improve use of resources to develop 

research and transfer

5. Improve software applications for 

university management and Governance 

processes

6. Promote institutional knowledge-based 

management

7. Improving information security

7.1 Define IT security policy. Dispose of a 

secure and available infrastructure as well 

as reliable and scalable architecture.

7.2 Provides a contingency plan in case of IT 

disaster.

7.3 Make appropriate actions to enforce 

compliance of National and EU laws and 

regulations.

7.4 Provide a system of "unique login" for 

users of university applications.
12ILOIDG01

8. Promote use of appropriate, ethical and 

supportive of IT



A Simple Example

STRATEGIC OBJECTIVE 7: Improving information security

TACTICAL OBJECTIVES

0.0 2.5 7.1 7.2 7.3 7.4 TOTAL

Planned 5 1 21 1 0 1 29

Subjected to availability 0 0 3 1 0 0 4

Unplanned 0 0 2 0 0 0 2

TOTAL 5 1 26 2 0 1 35



A Simple Example

STRATEGIC OBJECTIVES

0 (Unaligned) 1 2 3 4 5 6 7 8 TOTAL

Planned 5 4 9 6 0 14 4 29 0 71

Subjected to availability 4 0 14 1 2 20 2 4 0 47

Unplanned 9 0 5 1 1 13 0 2 1 32

TOTAL 18 4 28 8 3 47 6 35 1 150



Governance Objective: Value Creation



Ideas for quick alignment



From governance to planning







From services to value



ISO/IEC 38504



ISO 38500 and COBIT5



ISO 38500 and COBIT5



ISO 38500 and COBIT5



ISO 38500 and COBIT5


